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Overview

This two-day introduction to 
Open-Source Intelligence 
(OSINT) and Social Media 
Intelligence (SOCMINT) course 
provides fundamental awareness 
of how to conduct an OSINT 
investigation and the risks 
involved and measures of 
protection required.

Our course instructors will teach 
and inform delegates about 
OSINT investigations using their 
vast experience and extensive 
knowledge in the subject field.

Who is this course for?

The course is designed for anyone 
conducting open source and social media 
intelligence investigations including:

• Investigators
•Journalists
• Researchers
•HR & Vetting Operatives

This course requires little technical 
knowledge, but they must have some basic 
skills with MS office or similar products. 



Course Aims

1. 
To provide the delegates the 
fundamental knowledge on how to 
conduct online investigations.

2. 
Allow the delegates to understand the 
risks in conducting the investigation and 
how to protect themselves.

3.
To be able to present their findings and 
produce technical reports in a simplistic 
manner. Carl Osborne 

Head of Digital 
Investigation Unit

training@forensic-access-group.co.uk

www.intaforensics.com

/intaforensics-ltd      

Contact our Training & Events team to book your place.

For more information including course costs, please get in touch:

Example Modules

What is Open Source & Social Media Intelligence? 

OSINT Infrastructure

Key legislation to consider when Conducting Research

Challenges Conducting UK OSINT Investigations

Research Techniques (manual & automated)

Software Requirements

Evidential Capture

Documentation and Reporting

Hayley Marron
Digital Investigator


